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5.2. The 4-step generation backup concept

Through Multi- Back up- Drives, Multi- Steam and Migration, the speed of 
Restoration and Security with sayFUSE has risen over average. A lot of Tera-
bytes of Data can be secured and stored in an external environment within a 
couple of hours. 

Step 1
The first stage begins with a real complete Backup in the part called Ba-
ckup-Dedup-Storage located in sayFUSE. This process not only saves time 
but also creates the first secure database by reducing 90% of the burden on 
the network. 

Step 2
In the second stage, the backup drive configured for this purpose is switched 
on by job control, and the daily backups are migrated from the Backup / 
Dedup-Pool to the corresponding media within the sayFUSE appliance. After 
finishing the Backup, the security drive is switched off. While all of these 
processes are done without any external interference, time and Network re-
sources are saved.

Step 3
In the third stage, the Backup Clusters migrate the daily changes of the 
weekly or monthly stored Data automatically in the background (within the 
Appliance). At the same time, the configured backup drives are switched on 
with the backup job and the backup Data is checked for consistency. After 
the process of storing, the Backup Drive is switched off first and then the 
preparation for outsourcing begins. This saves the security from attacks, 
saves energy and increases the lifespan of the stored Data. 
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Step 4
The fourth stage is the process of transferring Data to an external source. 
With one touch of a button, the stored Data can be removed from the Backup 
unit and then it can be transferred into a saved environment.  

The Data Security is reasonable according to the generation principle 
(Grandfather, Father, Son). Generally, the loss of Data is not noticeable until 
sometime. Through database-driven backups after the Generations princip-
le, data or entire systems of a past time can be restored.
According to this method, the Backup environments are specified as follows:
1. Daily Backups on the day of the following week
2. Weekly Backups in the same week of the following month
3. Monthly Backups in the same month of the following year 

Therefore the back pursuit is guaranteed for a whole year (with 21 media).

5.3. Data Transfer Capacity

The Data Transfer Capacity depends on many factors such as the volume of 
the digital Data which are transferred in a transmission channel within a 
period. For a continuous Backup concept, all the factors must be taken into 
consideration. In order to save a great amount of Data, to replicate them 
and to store them, all interfaces, topology and storage drives for outsourcing 
must be considered.

In our present era, when large volume Data is used, it is possible for us to 
secure Data with a capacity of 100 TB or more within a day or at the week-
end by backing it up to an external environment and to make the data ready 
for restoration. 


